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Privacy Rights prevent the government from spying on people (wrtisout cause)

Privaicy Rights keep organmisations from using personal data for their own goals .
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vacy Rights help ensure those who steal or misuse data are held a
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0 Privacy Rights protect freedom of speech and thought
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0?0 Privacy Rights let you engage freely in politics
° Privacy Rights protect reputations
\/

°' Privacy Rights protect your fina:,ces










1. Global rise in data privacy regulations

TLe global rise 11 data privacy regulations will continue to rise in 2023. By the en< of 2024,
it 1s expected that 75% of the global population will have its personal information cover ed
under privacy regulations.

2. Companies will invest more in privacy technologies

Privacy-ennancing technologies took the center stage in 2022 and will continue to rise in
2023. In 2019 Google launched Privacy Sandbox and is currently working on Trust token
API and other privacy technologies to replace third-party cookies. In 2021 - 2022, big tech
companies were charged with multi-million fiies for the GDPR breacihes. The total
amount of fies appointed on Meta alone until the end of 2022 by the Irish Data
Protection Commission for breaching the GDPR and ePrivacy Directive seeks nearly €1
billion. In addition, the Irish Dati Protection Commission also has 40 open inquirics for
othicr blg tech companies. This tendency will continue in 2023, and we should see more
companies charged with big fines for breaches of privacy 1egulat10ns especially the
European ones.

Source: https://cookie-script.com/blog/data-privacy-trends-in-2023
http://www.pptback.com/flowers -nstract-gradient-yellow-flowers-

pptbackground.html




3. A cookieless future

Google has antcunced that by the end of 2023, it will officially stop supporting "tard-Party
Cookies on the Google Chrome browser. The tlend will continue for removing cookies in
favor of consent-based data-collecting solutons.

1_ Greater transparency in the collection and processing of personal data

User privacy survey shows that website users value data privacy, and over 50% of them
would ciiange service providers simply because of their data policies or data sharing
practices. The trend will continue m 2023.

5. Increase in sequests and complaints of data subjects

Data subjects of the privacy regulations are becoming more aware of their rights and want to
protect their personal informaticii. As data subjects continue to exercise their right to know,
update, delete, or otherwise handle the personal information businesses have collected
about them, this will follow by a significant increase in data subject requests and complaints
m 2023.



6. More data security and privacy job positions

Increasing and ch2nging privacy regulations worldwide will lead to mare data security jobs
for humans in the coming year. The increase in related jobs in recent years dispels the
myth that Data Science and Artificial Intelligence replace human labor.

Source: https://cookie-script.com/plog/data-privacy-trends-in-2023
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Data Q’mgectio%nf Privacy Legislation Worldwide
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o 137 out of 194 countries had put mn place legislation to secure the
protection of data and privacy.

o Airica and Asia show different level of adoption with 61 and 57 per

cent of countries having adopted sucn legislations.

o The share 1n the least developed countries 1s only 48 per cent.




o Data minimization

0 Choice

o Legal envirenment

o Technical environmant

0 Business environment
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Privacy and Personal Data Protection Guidelines for Africa




Key Considerations

ot° Collection
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Purpose

Data Quality Specification

Individual
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Security Openness Participation

Safeguards R
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Accountablgty

Source: Privacy and Personal Data Protection Guidelines for Africa



J} anacy & Personal Data Protq&on Guldelmqs for Africa "1
e Rirican Union Continental Dam Policy Framework
* The Digital Transformation Strategy for Africa (2020-2030)

o
e African Contir®ntal Free Trade Area (AfCFTA) agreement 23

0 o°
0?0 OQ Source:




., Eurepean Union (EV)

f
The Evolvmg Landscape oﬁunropean Data Pr ACy Laws
. Genelal DatgeProtection Regulation (CDPR) /;%’ = By .
€' Data Governant il (DGA) . /«// 7 PR - o
+ ePrivaty Directives - . / i Xt j e
&ePrivacy Regulation : °v.°°.,. 1 N
* Digital Mafkets Act | AP Ty
. Dlglta Services Act &° | | L
9l'he Draft Data Act
» European He@ith Data Space (EHDS)

. Amﬁc&al Intelligence Regulatlgn o g °




_Counsil of Europe (COE)

Ratification of Mauritius to the
Convention for the Protection of
Individaals with regard to
Automatic Processing of Personal
Data (Convention 108) which
came 1mnto rorce on 01 October

2016.

Source:

/

Ratification of the Protocol
:anending Convention for the
Protection of individuals with
regard to automatic processing ¢f
personal data on 04 September

2020.
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» United Nations International Covenant on Civil and Political Rights
»Universal Dcclaration of Human Rights

»UN Principles on Data Protection and Privacy

» UN Reports of the Special Rapporteur on the Right to Privacy

» Guidance Wote on Data Privacy, Ethics and Protection for the United
Nations Development Group (UNDG)

» UNESCO'’s Principles on Personal Data Protection and Privacy

»United Nations High Commission on Human Rights’ resolution on
The Right to Privacy in the Digital Age

https://www.worldatlas.com/






Main Aehlevem ents of the Data Protection Oﬂice

\RG«VGIHIG Coliected
DPPO collected a total revenue of Rs 11,741,500 1n 2021 and Rs 2,736,500 for

registration of controllers and processors m 2022.

Revenue Collected
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In comjunction with the adequacy requirements established by the ©
European Umnion, the office prepared and submtted a report to |
the European Commission (EG) Directorate for its study and
oﬁrusal with a view to a subsequent adequacy ﬁndmg for |
auritus. The report aims to provide an overview of the

Mauritian systelgom order for the EC to conduct an objectig®
assessment.
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@nf cing Dita Protectios: Statistics 2021 - 2022
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Supreme Court Case

ICT Appeal Tribunal Case

Certification

Complaints Closed

Authorisations for transfer of personal data abroad
Data Protection Impact Assessments

Personal Data Breach Notifications

Legal Advice

0 50 100 150 200 250 300 350 400 450

Number of controllers registered Number of processors registered

N o U /4
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Qta; 1cs & Nature of Cas:s/Complaints Q

For the year 2021 to October 2022, 135 complaints have been received at the
DPO. Out of the 135, 34 complaints have been resolved. 101 complaints are still
ongoing which are classified as per table below:




Sodrce: Rttps://www.videezy.com/
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https://www.globalmydomtrack.com/
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