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for data controll her pfESI ] -uJ lees, the re

access to their personal/data fro fJ.u:-u.

DataggProtection Act 2004 giveSERTEIViduals
protect them against data protectioffpiEach
obligations for those keeping persofigifinfo
the Act, individuals have the right§fs be i Se| of an) /

data processing activity whi hem BESEdat
subjects. {
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There are several reasons for having legislation™t
regulate the collection and use of personal data:

Security " Information ' :

sTechnology now makes it easy to gather, retrieve,
disseminate 'and anamfulate huge amounts of personal

data. This has gitek GEEEA LGN Erns that the privacy of
mdmduais]c?g be easily compromised

Data
Mrotection legislation. is: also a PFW

attracting certain off-shore investment services.

I'4th-September 2013
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o Lack of security and privacy is often cnted as
main reason for the slow growth of electron
ransactions, (and thus, e-commerce and e-

ment) Several mternatlonéhﬁ!mtmed'

it to be the number one concern of businesses in

doing business
. Protection

° The legigjation thus promotes e ment and e-
erce in Mauritius as themglhty of legal
m%mn of personal data wnl!pﬁw e

consumers and businesses to transact onli

I'4th-September 2013






EU DatdBErotection Directive

The EUSE 995 Data Protection Directive
sets a MJiIEStone in the history of personal
data protettin. lts basic principles, ensuring
a functiojfifje@niternal market and an effective
ferction *oflf' e fundamental right _o;
IMUIVILIE SRR protection, aregaSRVAll

Bocky Mg inay Mwere |7 yzars ago. Bue
Jiifardnass in chakvay thae sach 2U eguniry
Wiinlarpanes tnadkyy nave lz2d to an unzvan
Q%] off oreezction jor parsoml ey,
W[larieling On wnzra an individiel lives o
buys gggzis and services.




EU Dat

The curfEni
they wer@g

Frotection Directive

ules also need to be modernised -
®duced when the Internet was still in
its infancyjsapid technological developments
and_globalifaBiiMhave brought new challenges for
JAtIRILEGEHI OfI¥ WAVth soaal networkln ;,*
clotid™ CoMmpUtingMlieca
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The key changes

* A ‘right to be fofgotten’ will help people better
manage data_prote I risks online. When they no

longer wan\t théir datdhto.be processed and there
5 forf@i@taining it, the data

will be deletedi,.;:

* Whenever “Consent is required for data
processing, it will have to be given explicitly, rather
than be assumed.



The key changes

oif§POWh data and the right of data
aratransfer of personal data from

e Easier access to on
portability, i.e. easi

one service p;evicéer tolither.
<

D
_—

e Companies and ani .
data breaches *Without Wilidue
within 24 hours:-

Hve to notify serious
ay, where feasible

* A single sét jules on data protectiofifivalid across the

EU and will also impact the local rules.

» Companies will only have to deal with a single national
data protection authority — in the country where they
have their main establishment.



The key changes

* Individuals will hav
their home
authority,“even
processed outside theifghc

al data protection
n their personal data is
e country.

* EU rules willia peompanies not established

in the EU, if the g or services in the EU
nline behaviWens.

or monit
* Increased responsibility and accountability for
those processing personal data.



The key changes

inistrative burdens
jfon requirements for
ersonal data will be

“w

* National data protection authorities will
be stre ned so they can Better enforce
the EU rules at home

 Unnecessary
such as — noti
companies processi
removed.



The main featuees of tne data protection ack

The Data Protection (Amendment) Bill
at its final stage of vetting by the State
Law _Office will wsoon g see light. The
rationale_, of “the Mnts is to
render...the  local law " compliant *with
international sstandards: .namely ‘the  EU
Data - Protection ' Directive and to
achieve " _adequacy : ' with ~ European
standards to promote safe and trust-
worthy investment.

I'4th September, 2013



The main features of the data protection act

Many important changes would be made
such as the easing up of the registration
process, the introduction of important
rights for the jndividualgy the facilitation
of the conduct™ef er(qh;ransfers of
personal . information . abroad and a
comprehensive review of the Act which
has been characterised. - by. 2 EU
consultants assigned by the EU to advise

on the amendments to be brought to
the legislation, as poorly drafted.

I'4th September, 2013




The main features of the data protection act:

The practical difficulties encountered
by the Commissioner during the
investigationsgconducted by the office
to deliver-declsions bll.o )n a sound
interpretation of.\ “the = principles
contained in the Act are quite serious

and - very: -often " call .for legal
Ingenuosity.

I'4th September,2013



DPO Achievements

Guidelines - Data Prg

*rocessors

Registration Classification
B

Guidance Notes for Application of
Data Controllers & Data Processors

Vol. 2 - Registratio ation & -
Guidance Notes for Application
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DPO Achievements

Guidelines - Data Prote

Privwe Misister's Office
Dhats Pratncion Olffce

Volume 3
Data Protection - Your Rights

ot \laa'rnes TT -
Handlmg Privacy Breache P =
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DPO Achievements

Guidelines - Data Protectio

-'

idelines on Privacy

N\E‘;ﬂzact Assessments

— Guidelines on

PPe

‘o regaalate

THE PROC AL DATA BY
TONO SURVEILIANCE SYNTEMS
(Viskwme 1 - ‘ ——
\

Vol. 5 - Gma'eﬁ.nes.id regulate
The ProcessifgvefPersonal Data

by Video Surveillance System
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DPO Achievements

Guidelines - Data Protectio

PPO
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Compliance with Data Prof

nsued by the Date Prosection:
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DPO Achievements

PPO
- - Protecting the confidentiality
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ConfidentialitV"ofRersonal Data
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DPO Achievements

Practice issued by thew

Code of Practice issued by the \‘_
Data Pratection Commissioner

amissioner for M
for CCTV Systems operated by

the Mauritius Police Force -the M'au-rwrus-Po&‘




DPO Achievements

u Office

Jote Protection Offlos

) e

e,

DAaTA
PRroTECTION

penanaticts

PRIME MINISTER'S OFFICE
DATA PROTECTION OFFICE

Rre o compliant with us®

Dtiition
e which £30)
ety u bwirg

el

™1
i Pritectios
] Joe




